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Abstract

In today changing world, Internet of Things (IoT) is creating a new world, where people and businesses can make more timely and better informed decisions about what they want or need to do. Over the last years, agriculture industry in few countries has been expended to smart agriculture. Nevertheless, the agricultural industry in Myanmar needs to be modernized with the involvement of IoT technologies for crops’ growth monitoring, irrigation decision and harvesting system. However, due to the complexity of IoT middleware, most of the middleware frameworks are designed to be used by IT experts. To allow non-IT experts (e.g. farmers, plant scientist) to configure the sensor devices easier and faster, without knowing the background knowledge of technical details, sensor-level configuration of heterogeneous devices needs to be fully interoperable (network, syntactic, and semantic interoperability) due to the huge number of sensor devices integrated and their diversity in term of data formats, communication protocols, nature of components etc. In this work, we propose a fully interoperable middleware framework that incorporates semantic web technologies with the existing Global Sensor Network middleware to solve the above challenges. The proposed system supports horizontally semantic interoperability which addresses the challenge of adaptability of our approach to different domains. Performance of the proposed system will be implemented and evaluated mainly in crops’ growth of agriculture area of Myanmar.
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1. Introduction

Internet of things (IoT) is a huge network, which combines the Internet and a variety of sensing devices, such as radio frequency identification (RFID), infrared sensors, global positioning systems, laser scanners and other various devices. IoT refers to physical and virtual objects that have unique identities and are connected to the Internet to facilitate intelligent applications. Internet of Things (IoT) technology becomes rapidly developed in recent years. In 2005, a report of the International Telecommunication Union (ITU) on IoT, proposed that any objects can exchange information and communicate at any moment and any place, thus extending the concept of IoT [15].

IoT allows people and things to be connected anytime, anywhere, with anything and anyone, ideally using any path/network and any service. The four pillars of IoT are wireless sensor networks (WSNs), machine-to-machine (M2M) communications, radio frequency identification (RFID), and supervisory control and data acquisition (SCADA). Among them, WSN middleware is a kind of middleware providing the desired services for sensor-based pervasive computing applications.

Generally, a middleware abstracts the complexities of the system or hardware, allowing the application developer to focus all his effort on the task to be solved, without the distraction of orthogonal concerns at the system or hardware level [8,2]. In the IoT, there is likely to be considerable heterogeneity in both the sensor-level communication technologies and the system level technologies, and a middleware should support both perspectives as necessary. Through a middleware system, applications and users may access data from interconnected objects and things, hiding the internal communication and low-level acquisition aspects. So, IoT middleware solutions help to retrieve data from sensor devices and feed them into applications easily by acting as a mediator between the hardware layer and the application layers. Moreover, middleware solutions need to be configured themselves depending on the context information and user requirements. The requirements for a middleware to support the IoT are grouped into two sets: middleware service requirements and middleware architectural requirements. And then, interoperability, one of the middleware architectural requirements, can be classified under three different categories like network interoperability, syntactic interoperability and semantic interoperability [13]. This work is considered on an interoperable requirement for WSN middleware of IoT system.

Since many domains (such as transportation, logistics, healthcare, smart environment, agriculture, etc.) are being progressed, most countries have been emphasizing the essential roles of the agriculture area and related IoT technologies affecting agricultural production. Over the last years, smart agriculture area has been adopted in few countries. But, the agriculture area in Myanmar needs to be improved with the involvement of IoT technologies for crop growth monitoring, smart irrigation decision and harvesting system. Because agriculture is the major source of income for the largest population in Myanmar and is major contributor to Myanmar economy. The IoT system which utilizes real time data of soil quality based on its current properties for decision making has not been implemented in our country. Soil properties determine the quality of soil. The soil pH value and amount of properties like Nitrate, Phosphate and Potassium in the soil is an important factor which determines the soil quality and type of crop production. Real time monitoring of these properties helps to
maintain soil health intact by applying only required amount of fertilizers. Soil moisture analysis helps to apply the water whenever necessary avoiding wastage of water. Also environmental conditions such as temperature and moisture also affect the crop production and crop diseases.

The remainder of this study is organized as follows. Section 2 presents related works in the IoT middleware including semantic approaches. Section 3 describes the background and motivation behind our work. Section 4 describes overview design of the proposed middleware framework. Section 5 presents the implementation of the proposed middleware framework. Section 6 discusses and concludes this work.

2. Literature Review

Some research groups has attracted in smart agriculture using IoT technology. In particular, smart agriculture, built with diverse wireless sensor devices and actuators, is able to monitor the environmental conditions and control the deployed devices according to the collected data through wireline and wireless access networks. Lin and Liu [5] presented a remotely controlled farm farmer which can monitor and control using smartphones or tablets without visiting. Kaewmard and his colleagues [11] designed an automation system based on wireless sensor network techniques to monitor the agriculture environment. They also developed an irrigation system based on environmental data and supported remote control of the operation via mobile devices.

The IoT system is constituted of heterogeneous devices (sensors) that interact and collaborate with each other to realize a common task and exchange messages. In this case, the middleware should be as interoperable as possible so that it can accept the existing heterogeneous things as well as other new smart objects that can occur in the future. Middleware in IoT is a very active research area. Many solutions have been proposed and implemented, especially in the last couple of years. In this related works, some existing middleware solutions are reviewed for the following.

Hydra [10] is a middleware for ambient intelligence (AmI) services and systems. Hydra seamlessly provides network, syntactical and semantic level interoperability using semantic web services. The LinkSmart middleware [9], developed in the Hydra project, enables the integration of heterogeneous physical devices into applications via a Web service interface for controlling any type of physical device irrespective of its network technology such as Bluetooth, RF, ZigBee, RFID, WiFi, etc. LinkSmart is based on a semantic model-driven architecture and enables the use of devices as services both by embedding services in devices and by proxy services for devices. The semantic description of devices is based on ontologies using web ontology language (OWL).

On the other hand, SOCRADES [7] provides a middleware layer so that web service-enabled devices can connect to enterprise applications such as Enterprise Resource Planning (ERP) systems. SOCRADES addresses to provide (network interoperability) the integration of many heterogeneous devices through web services. Impala [14] is a middleware solution for WSNs that enables application modularity, adaptivity, and repairability in WSNs. This middleware solution was part of the ZebraNet project, a mobile sensor network system for improving tracking technology via energy-efficient tracking nodes and P2P communication techniques. Impala provides network interoperability, but, does not support syntactic and semantic interoperability. The Ubiware [1] project is the
framework for using semantic web technologies in the Internet of Things. It supports interoperability. However, they did not consider the interoperability between different service discovery protocols.

GSN [6] is a high popular middleware amongst developers and researchers, and it has been integrated in other projects (e.g., OpenIoT). GSN provides simple and uniform access to the host of heterogeneous technologies available and is easy to deploy. Although GSN is adaptive, it is not autonomous and it does not support for network, syntactic and semantics interoperability. XGSN [3] is an extension of the GSN middleware that supports semantic annotation of both sensor data and metadata. XGSN processes the data and publishes them using a semantic model based on the SSN ontology. Thus, it provides semantic interoperability. However, it does not consider network interoperability to modify GSN. CASCoM [4] is a significant improvement over the existing GSN middleware. They have only focused on developing a system-level configuration model by incorporating semantic technologies. CASCoM does not consider sensor-level configuration (network interoperability) with knowledge in semantic ontologies. Therefore, the proposed framework is another improvement over the existing GSN middleware mentioned above.

Most existing middleware solutions do not support fully interoperability. Some researchers [16,12] have proposed the use of semantic middleware to interoperate the different classes of devices communicating through different communication formats. The semantic model typically uses XML and ontologies to establish the metadata and meaning necessary to support semantic interoperability. Like the semantic web, semantic middleware seeks to create a common framework that enables data sharing and exchange across distributed devices, applications and locations. But, they do not support network interoperability.

In this work, the semantic middleware framework is proposed to support fully interoperability (network, syntactic and semantic interoperability) over the existing GSN middleware. The purpose of this study is to build a smart agriculture system, which can provide suitable environment for regularly growing crops based on the IoT systems.

3. Background and Motivation

The flow of configuring an IoT middleware process can be understood by analyzing an existing IoT middleware such as Global Sensor Networks (GSN) [11]. Figure 1(a) shows the layered architecture of existing GSN middleware. The middleware is a service-based IoT middleware that aims to provide a uniform platform for flexible integration, sharing and deployment of heterogeneous IoT devices. The central concept is the virtual sensor abstraction, which enables users/developers to declaratively specify XML-based deployment descriptors to deploy a sensor. The architecture of GSN follows the same container architecture as in J2EE where each container can host multiple virtual sensors and the container provides functionalities for lifecycle management of the sensors which includes persistency, security, notification, resource pooling and event processing. The input to the virtual sensor is one or more data streams which are processed according to the XML specification. These include the sampling rate of the data, the type and location of the data stream, the persistency of the data, the output structure of the data, and the SQL processing logic for the data stream. Each input stream is associated with a wrapper. The wrapper program specifies i) which network protocol to be used to connect, interact, and
communicate with the physical sensor when first initialized, ii) what to do in order to read data from the sensor, and iii) what to do with the data when it is received from the sensor. GSN provides an SQL-based database that stores all the raw sensor data if the permanent storage attributes of the virtual sensor is specified as “true” in the XML specification. In addition, each virtual sensor contains a key-value pair which can be registered and discovered in GSN.

In GSN, sensor data can be processed in three layers: 1) virtual sensors layer, 2) query processing layer, and 3) application and services layer. In layer 1, the virtual sensors layer allows to apply data processing operation over the sensor data. In the existing GSN, all the data processing components in layer 1 need to be deployed by the user and need to be manually selected based on the user requirement. In layer 2, the query processing layer can perform filtering and integration tasks based on SQL specification. But, data processing tasks that cannot be accomplished using SQL need to be performed either in layer 1 or 3. In layer 3, it consists of sophisticated applications and services that take specific data streams and perform complex data processing operations.

Fig. 1 shows the layered architectures of existing GSN middleware and the proposed middleware. There are several challenges in the existing GSN approach.

- There is no network interoperability to seamlessly integrate heterogeneous sensors and different communication protocols on a gateway.
- There is no semantic interoperability to internally handle sensor configuration without the user involvement.

In existing GSN middleware, many configuration files and programming codes need to be manually defined by the users without any help from GSN. Proposed middleware configuration model should address all the above mention challenges. Thus, the following contribution can be improved by:
building an interoperable middleware framework by integrating existing Open Service Gateway initiative (OSGi) and Global Sensor Networks (GSN) middleware with semantic technology,

- creating network interoperability to seamlessly integrate heterogeneous sensors and different communication protocols on a gateway,

- providing semantic interoperability to internally handle sensor configuration without the user involvement,

- helping end-users to configure heterogeneous sensors and data processing components without knowing the underlying technical details of different sensors, and

- extending semantic interoperability across different IoT domains by providing a horizontal integration.

4. Proposed Middleware

In this section, based on the challenges that identified in section III, we proposed a fully interoperable middleware framework based on the existing GSN middleware to explain how to integrate with heterogeneous sensors and provides quick adaption and interoperability for semantic computation in IoT system. Fig. 2 shows the design architecture of proposed middleware.

In the gateway, at the bottom is the integration level of heterogeneous sensors and communication protocols, where the physical devices are located. And then, we develop a semantic model to improve the existing GSN middleware.

![Figure 2: Overview of proposed middleware](image-url)
4.1. Integration level

This subsection solves the interoperability problem bypassing the networking protocol interoperability challenge, based on Open Service Gateway initiative (OSGi) solutions. Fig. 3 illustrates the integration of heterogeneous sensors and protocols. There is a need to work in a unified way with devices using different protocols and networking technologies (e.g. Bluetooth, Zigbee). This framework contains the communication technology adapters and one driver listener for each communication technology, such as Bluetooth, Zigbee, etc.

![Figure 3: Integration of heterogeneous sensors and communication protocols](image)

When the proposed framework receives a signal from a new sensor device, irrespectively of the used network technology, it parses the information conveyed by the basic notification, which includes a device instance unique identifier, and its respective type-model identifier. Having retrieved the appropriate device description, the framework now holds all necessary information about the specific device, i.e., the specification of the services and actions offered by the device specified in Universal Plug and Play (UPnP). Thus, it framework as a bundle. Using OSGi-based solution, applications or components can be remotely installed, started, stopped, updated, and uninstalled without required a reboot. Thus, the integration is a vital component of the proposed middleware as it significantly supports network interoperability in the GSN middleware.

4.2. Virtual Sensors Level

Although the integration of heterogeneous sensors and communication protocols is added into the existing GSN middleware, all the other GSN components kept in the same. The virtual sensor is the main core concept in GSN. It can represent not only physical devices, but also virtual devices or any abstract entity that observes features of any kind. The virtual sensor may be any number of input data streams and produces exactly one output data stream. Fig. 4 illustrates virtual sensor acquisition and data stream provision. It can also be a computation over other virtual sensors, or even represent a mathematical model of a sensing environment. Then all those data streams can feed a virtual sensor that averages received values over predefined time windows, annotate average values semantically and stores them in the data storage.
4.3. Semantic Annotations level

This subsection is one of the contributions over GSN that supports semantic annotation of both sensor data and metadata using SSN ontology. Two main types of semantic annotations have been added in the proposed semantic middleware. The first are metadata annotations, related to sensors, sensing devices and their capabilities, which could not be described before in the existing GSN. The other type of annotations are related to the observations or measurements produced continuously by the sensors. This includes the semantic information that describes the time and context when the observation happened, the observed property, unit, the values themselves, etc. Fig. 5 presents the annotation of sensor observations.

The proposed middleware framework automatically generates semantic annotations for the incoming data streams using SSN and links them with the corresponding domain concepts, i.e., agriculture domain in Myanmar. The semantic annotated data is stored in the data storage. And then, users are able to use a user Interface (UI) for visualizing data associated with the registered services from the semantic data storage.

5. Implementation and Results

The test-bed was used a computer, as a gateway, with Intel(R) Core(TM) i7-5500U CPU 2.4GHz and 8GB RAM. the interoperable middleware framework was used to Java programming language (Eclipse Mars2.0 Java EE
IDE) as GSN (source code: gsn-gsn-release-1.1.8) also natively supports Java. We implemented zigbee network, bluetooth network and wifi network using Arduino Uno, zigbee modules, bluetooth modules, wifi modules and 20 sensors (i.e., soil moisture sensors, humidity and temperature sensors, etc.) description according to Semantic Sensor Network ontology. In test-bed consideration, we evaluated two use case scenarios in agricultural site: (1) monitor soil condition and (2) monitor environmental pollution. And then, we selected three types of users: (1) an IT expert who was familiar with GSN configuration process, (2) an IT expert who was not familiar with the GSN and (3) an non-IT expert. In fig. 3, it can be seen that everyone using the proposed middleware saves configuration times and is easy to use it than others.

![Figure 6: The test-bed for the proposed middleware](image)

The proposed user interface hides the complexities of semantics and ontological representations from the user by presenting concepts that the user is familiar with and understands. The proposed system supports single-click configuration by eliminating sequences of manual activities needed to be carried out by users. It results in smart agriculture that suits crop’s growth, reduces human interference and eventually achieves more accurate farming processes.

### 6. Discussion

The proposed middleware is possible to offer a sophisticated configuration model to support non-IT experts. Semantic technologies are used extensively to support this proposed system. The semantic technologies allow capturing user requirements and configuring the sensors and data processing components accordingly by handling the low-level technical details without overwhelming the users. We used ontologies to model sensor descriptions and data processing component descriptions. We also developed ontology to organic additional knowledge this is required for understanding user requirements.

An extremely detailed guidelines is required for non-IT experts (compared to IT experts) to perform the configuration as there are not familiar with the activities such as programming. In addition, it was revealed that non-IT experts and IT experts who are not familiar with GSN were unable to configure the GSN at all without guides. Though the complexity of the user requirement makes visible impact on configuration time in the current
GSN approach, it diminishes when users use the proposed middleware system to configure GSN.

7. Conclusion

In this work, we have presented an interoperable and configurable middleware system based on semantic techniques in IoT. As a result of the integration of semantic interoperability into the GSN middleware, the proposed middleware helps end users to configure sensors and data processing components without knowing the background knowledge of technical details of different sensors. This middleware not only supports network interoperability to seamlessly integrate heterogeneous sensors and different communication protocols on a gateway, but also provides semantic interoperability to internally handle sensor configuration without the user involvement. And then, it allows end users to configure IoT middleware efficiently and effectively. As future work, we would like to provide the use of the proposed middleware system to more diverse services in agriculture domain. Moreover, the proposed system is also extended semantic interoperability across different IoT domains by providing a horizontal integration.

8. Recommendations

This work describes a middleware to build a smart agriculture system that can be utilized for crop’s growth of Myanmar traditional agriculture area.
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